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1
Decision/action requested

This contribution proposes the conclusion for KI#2.
2
References

[1] TR 33.839 v040

3
Rationale

It is proposed to add the clause 4.
4
Detailed proposal

It is suggested to approve the following changes.
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4
Overview of Edge Computing (EC)


The present document studies the security enhancements on the support for Edge Computing in the 5G Core network defined in TS 23.548 [3], and application architecture for enabling Edge Applications defined in TS 23.558 [2]. 

For the EC supported in 5GC, please refer to TS 23.548 [xx].
For the application architecture for enabling Edge Applications, a new architecture is defined in TS 23.558 [2] as shown in the figure, 
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Figure 4-1: Architecture for enabling edge applications - reference points representation
Within this architecture, the Edge Enabler Client (EEC) deployed in the UE retrieves the Edge configuration information from the Edge Configuration Server (ECS), The Edge configuration information includes the information for the EEC to connect to the EES (e.g. EDN service area); and the information for establishing a connection with EESs (such as URI). Based on the Edge configuration information, EEC could also acquire the required EAS information from the discoveried EES. ECS enables other authorized EES to access their services. Meanwile, EES enables other authorized EAS to access their services.The ECS, EES and EAS acts as AFs for consuming network services directly from the 3GPP 5G Core Network entities over the service based architecture specified in 3GPP TS 23.501 [14]. 
For more details on enabling Edge Applications, please refer to TS 23.558 [2].
***************************End of change****************************

Edge Data Network
UE
3GPP Core Network
Application Client(s)
Edge Application Server(s)
Edge Enabler Server(s)
Edge Enabler Client
EDGE-2
EDGE-1
EDGE-3
Edge Configuration Server
EDGE-4
EDGE-5
EDGE-7
EDGE-6
EDGE-8
Application Data Traffic
EDGE-9



